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Figure 2. Illustration of robustness issue in CLIP text encoder for image generation.
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content related to ‘young man’ highlighted in red.
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Can we generate adversarial perturbations min cos(7g(x), 79 (")),
against Text-to-Image (T2I) models in a query-free regime? *

where X denotes the original prompt, X' denotes perturbed prompt,
» Contributions and Tg(x) denotes the text encoder of CLIP.
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% We develop a query-free adversarial attack generator for T2I
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through a majority vote of difference vectors, which are difference of
text embedding vectors with and without the targeted objects.
% The Targeted attack aims to impact the specific object in the images,

to significantly alter the content of synthesized image.
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where the perturbations can be refined to steer the DM’s output.
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